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Abstract In order to demonstrate our research
results on managing wireless networks that are
used to provide mobile services with a large spec-
trum of application, we developed the BlueSpot
system. This system can be easily used to in-
vestigate various open questions concerning wire-
less networks. Here, we present results that be-
came apparent during our investigations on Blue-
tooth Scatternets with the aid of the system. We
demonstrate the differences of master-slave and
slave-slave bridged networks and explain their di-
verging behavior.
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1 Introduction

The theory behind wireless networks is growing
more and more complex, triggered by new realities
from the fast evolution of new communication tech-
nologies. Especially, with the recent integration of
the Bluetooth technology or the IEEE 802.11 stan-
dard into cellular phones, nearly every user is able
to build up short living wireless connections and to
transfer data. In the near future, the trend is that
these ”emergent” kinds of connections will grow
even more complex. They will be omnipresent in
time, especially in the category of so-called wireless
information networks.

In order to handle and organize connections that
occur in such networks, and thus be able to form
more complex wireless network structures automat-
ically, we developed the BlueSpot system [1], [2].
This system is used to work on a large spectrum of
current network technologies and mobile devices.
It contains a middleware that must be installed on
the device of each participant in order to integrate
the device as a node into the wireless network. The

middleware contains capabilities that allows it to
adjust itself to the demands the mobile services,
which are running on top of the middleware. As
a result, adaptive behavior is integrated into the
BlueSpot system.

Our main focus in the course of development of
the BlueSpot system was an elaborate support of
the Bluetooth standard. Therefore, the differen-
tiation of master and slave nodes, as well as of
master-slave (M/S) and slave-slave bridges (S/S),
as defined within the Bluetooth standard [3], were
taken over into our system’s underlying network
structure. During this process, it became appar-
ent that the usage of M/S bridges in comparison
to S/S bridges showed a very different behavior of
the installed wireless network [4]. For this reason,
we started to investigate Bluetooth Scatternets and
their capabilities. The results of this investigation
shall be shown in this paper. Additionally, we will
demonstrate the difference of M/S and S/S bridged
network and explain the fundamentals shown with
our benchmarking proceedings.

This paper is structured as follows: in the fol-
lowing section several different types of wireless
networks are classified and the BlueSpot system is
ranged into this order. In the third section the
benchmarking procedures we used to perform our
measurements are described. The forth and fifth
sections present the results gained by use of these
benchmarking procedures, ordered into throughput
and latency times. The sixth section provides a di-
rect comparison of M/S and S/S bridging nodes
and explains the presented differences. Addition-
ally, we recommend which type of network should
be used according to the demanded properties of
the underlying network structure.



2 Related Work

State of the art wireless networks are currently in
use in four fields of application. One field are wire-
less networks that consist of wireless integrated net-
work sensors (WINS) [5]. The sensor nodes are
highly integrated, and in most cases, they do not
have their own power supply. They obtain their
energy by induction current that is emitted from a
central master.

A second field of wireless networks concerns
wireless sensor networks (WSN) [6]. They consist
of many small nodes that are organized in order to
cover and observe a large geographical area. Each
node contains its own logic and tries to connect to
a neighboring node in order to establish a single-
or multi-hop network. They are distinguished by
focus: by the dedication to a specialized purpose.

The BlueSpot system presented here belongs
into a third category. Wireless networks in this
class aspire to provide more complex services; com-
plexity being characterized by: 1) streaming ver-
sus message based communication, 2) critical la-
tency times, 3) critical bandwidth, and 4) client-
server communication versus peer-to-peer commu-
nication. The detailed characteristics of such ser-
vices are described by Duemichen [2]. Due to their
more complex requirements, the underlying hard-
ware needs to be equipped with a larger amount
of resources, and the providing wireless infrastruc-
ture needs to be managed more extensively. Since
about the mid 1990s, wireless networks within this
third category are named wireless information sys-
tems (WIS) [7]. As an early example of this type
of networks that deliver services based on produced
information over an elaborately organized wireless
network see Gerla and Tsai [8]. The BlueSpot sys-
tem provides more potential for variety of future
mobile services (generalizability at the service level)
versus potential for volume on the level of one spe-
cial service (specialization). This laboratory work
at TU Muenchen focused on as much generalizabil-
ity as possible.

A fourth field of wireless networks concerns pro-
viding of infrastructures for services with a certain
degree of geographical coverage and depth. In this
case the type of sub-services is not explicitly spec-
ified, but is mostly tied to telecommunication ser-
vices or internet providing services. Examples for
this field are GSM and UMTS networks as well as
IEEE 802.11 WLAN or IEEE 802.16 WIMAX in-
frastructures.

With our work on the BlueSpot system, we have
reached a certain degree of integration that can

be used to easily investigate more detailed explo-
rations, as will be done in the following of this pa-
per. Whereas proceedings of other research groups
concentrate on the routing and scheduling issues
of Bluetooth-based Scatternets [9], [10], it is im-
portant to have a fundamental understanding of
the behavior of the underlying network topology.
E.g. the network routing algorithm of Cuomo et
al. [9] works on a tree-based network formation
that mostly consists of M/S bridging nodes. But
they do not take into account the resulting prop-
erties that occur due to the usage of this type of
bridging node. As can be seen in the following of
this paper, especially larger Scatternet formations
will have a poor performance as a result of the us-
ages of M/S bridging nodes.

3 Benchmarking Procedures

In order to understand the following benchmark-
ing procedures in the next setions, it is necessary
to explain the used benchmarking methods. These
are described next in addition to their underlying
BlueSpot middleware configurations.

Currently, we have three methods of perform-
ing measurements, each depending on the software
configuration used for the benchmarking approach.
The first bases on the measurement on the level
of the protocol layer. This layer is part of the
BlueSpot middleware and is resposible for routing
issues (see Duemichen [2] for a complete descrip-
tion of the BlueSpot middleware structure). For
the benchmarking process, we implemented an ex-
tra application that connects to the protocol layer
of the middleware and uses its functionalities. In
order to establish communication paths, the rout-
ing protocol DSDV [11] was selected.

The second way of measurement connects to the
BlueSpot system on the level of a mobile service.
This is achieved by use of a benchmarking service
that is running on top of the BlueSpot middleware
and contains predefined testing scenarios which can
be executed in random order. As a result, any
wanted set of functionalities of the BlueSpot system
can be integrated during the measurement process.
Also, any available adaptive behavior extension can
be easily integrated into the measurement process,
and can thus be taken into account. Here, the stan-
dard configuration of the BlueSpot system is used,
which runs without any additional adaptive behav-
ior extensions and the standard DSDV routing al-
gorithm.

By use of the BlueSpot simulator that bases on



the ns2 network simulator [12], results are gained
in the mentioned third way. The simulator is con-
nected to the BlueSpot middleware by simulating
a virtual network device that is responsible for the
entire communication. As a result, the Benchmark-
ing Service can be again used to perform the mea-
surement processes. Analogously to the second way
of benchmarking, the standard configuration with
DSDV routing and no other extensions is used here.
But as a result of the underlying simulator, more
complex scenarios can be constructed and investi-
gated.

4 Throughput Results

The available bandwidth of a Bluetooth-based
network shall be shown at first and therefore
the throughput of a single connection is inves-
tigated. Early experiments have shown that
the real throughput of a connection depends
highly on the underlying hardware that was used.
The theoretical values of 723,2 kbit/s respec-
tively 2Mbit/s defined in the Bluetooth stan-
dard [13] were reached by none of our hard-
ware configurations, but were near the mark (e.g.
241,331 kBytes/s = 1930,648 kbit/s). The testing
results proved to depend immensely on the hard-
ware configuration. In order to reduce the influ-
ence of the hardware, we permuted our available
hardware and additionally often repeated the mea-
surement process. Afterwards the measured values
were averaged. All measurements were made on the
level of the protocol layer. The results can be seen
in table 1 and are illustrated as a diagram in figure
2.

All used network constellations are organized lin-
early. The installed bridging nodes are configured
as M/S bridges (see figure 1 for an illustration).
For the first set of benchmarking runs, the used
topology consists of two nodes. The available hard-
ware components were arranged randomly in order
to construct different random hardware configura-
tions. By chance, nine configurations were selected.
For a detailed description of the hardware constel-
lations see Duemichen [14].

The second set of measurement processes de-
picted in the second row concerns topologies with
three nodes. Analogously to the first approach, dif-
ferent hardware components were used in a random
order. Due to the few available hardware compo-
nents and high connection break-up rates, only five
measurement runs for this configuration could be
achieved. Occurring connection break-ups can be

M Sone hop M S

M M|S

p

two hops S

M M|Sseven hops SM|S…

Figure 1: Network constellations used for the
throughput measurements

explained by the overlapping of many Piconets. In
this configuration the resulting topology contains
four Piconets (one master, three M/S bridges and
one slave) that disturb each other immensely. The
moment the influence of other Piconets grows too
high, some of the connections within a Piconet will
break up. The reestablishment of such connections
is tried by the BlueSpot system automatically, but
cannot be guaranteed. That way, the BlueSpot sys-
tem tries to minimize possible system failures and
to enhance its stability. Unfortunately, this falsifies
our measurement results, therefore, the best results
were selected here.

Instable connections are even more relevant for
the third measured network constellation. This
one includes eight nodes. Due to the use of M/S
bridges, the network consists of seven Piconets.
The moment these Piconets overlap each other,
steady connections cannot be assumed anymore.
Due to this, only one successful measurement could
be achieved that yields an acceptable outcome. The
results of the three test assemblies are depicted in
a diagram depicted in figure 2.
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Figure 2: Throughput measurements for one, two
and seven hops

The results of the one-hop network are displayed
by blue bars, while the results of the two-hops and
the seven-hops measurements are marked as red
and as green bars. It can be seen that the results of
the one-hop configurations vary very much accord-
ing to the throughput rate. Especially, during the
usage of the hardware constellations three and six,
the achieved data rate was nearly twice the data
rate of other constellations.



1 2 3 4 5 6 7 8 9
one hop 117,0759 128,604 241,331 138,433 145,318 232,442 85,594 89,866 85,672
two hops 34,183 37,761 65,065 67,559 83,892
seven hops 5,242

Table 1: Values of throughput measurements based on the protocol layer in [kB/s]

When comparing a one-hop scenario to a two-
hop scenario, the throughput rate decreases dra-
matically. Furthermore, taking the seven-hop sce-
nario into account, the throughput rate drops to ap-
proximately 5 kilobytes per second, which is very
low. This high decrease can be explained by the
bad scalability of M/S bridged network and is dis-
cussed in section 6 in more detail. As a result, the
establishment of a Bluetooth-based Scatternet with
seven or more nodes that is based on M/S bridges
can be made but comes along with the restriction
of a very low data rate. Therefore, long communi-
cation paths should be avoided.

5 Latency Times Results

This section presents measurements concerning the
average latency times in comparison to the hop
rate. The hardware dependency is put into per-
spective by averaging over a random selected set of
hardware configurations and a high rate of itera-
tion of the benchmarking processes. The used net-
work topology also bases on M/S bridging nodes,
where the nodes are ordered in a linear manner.
All benchmarking processes were made by use of
the protocol layer. The gained results are shown in
table 2.

The table contains the average values as well as
the corresponding maximum and minimum values
for each performed measurement process. The re-
sults of applied network configurations with two to
six nodes are depicted in figure 3.
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Figure 3: Comparison of latency times in compari-
son to the number of hops

The results depicted in the graph show that the
average latency time increases in relation to the

number of hops, as expected. The interesting result
in this measurement process is the large interval be-
tween the minimum and the maximum measured
latency times. The more nodes are involved in a
communication path, the larger the possible inter-
val of latency time is. Especially in constellations
with five or more nodes, the interval grows so large
that it becomes quite difficult to make any state-
ment of particulars describing the quality of the un-
derlying communication path. Mobile services with
high demands according to their maximum allowed
latency time can be impaired due to these results.

6 Direct Comparison M/S vs.
S/S Briding Nodes

Considering a Bluetooth-based Scatternet with
nodes in a linear order, this Scatternet can be con-
structed in two different ways. On the one hand, it
can be established by use of M/S bridging nodes, on
the other hand, the occurring Piconets are bridged
by S/S nodes. Both configurations have advantages
and disadvantages which will be investigated next.

In order to start our investigations, we made
some measurements with the aid of the Benchmark-
ing Service. Therefore, two M/S bridged and two
S/S bridged topologies were used, each with two
different hardware constellations to relativize the
influence of the hardware (as it was described in
section 4. The gained throughput results can be
seen in table 3. For a better understanding, the
underlying topologies are depicted in figure 4.

S/S 1 S/S 2 M/S 1 M/S 2
two hops 13,7 17,1 55,8 59,1
four hops 13,1 16,2 7,8 6,9

Table 3: Throughput comparison of a S/S and a
M/S bridged Scatternet in [kB/s]

The first topology depicted in the upper row of
the table consists of three nodes. In the S/S bridged
constellation, the nodes on the ends are masters,
whereas the node in the middle is the S/S bridge.
As a result, the network consists of two Piconets.



1hop 2hops 3hops 4hops 5hops

average 22,345 58,806 62,145 91,785 144,341
maximum 45,356 108,459 137,2 185,67 265,563
minimum 20,943 49,491 59,873 83,833 138,457

Table 2: Latency times measurements based on the protocol layer in [ms]
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M SM|S M|Sfour hops M/S bridged M|S

Figure 4: Network constellations for the compari-
son of S/S bridged an M/S briged Scatternets with
two and four hops

The M/S configuration is constructed of a master,
a M/S bridge in the middle, and a slave node, and
thus also includes two Piconets.

The second row of the table shows the results
of the four hop measurements. The S/S bridged
networks consists of five nodes: three master nodes
and two S/S bridges in alternating order. There-
fore, this configuration contains three Piconets. For
the M/S bridged network, one master, three M/S
bridges, and a slave are used. In comparison to
the S/S configuration, this constellation consists of
four Piconets, which is one more than S/S bridged
networks with the same amount of nodes have. For
a better presentation, the values are illustrated in
a diagram in figure 5.
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Figure 5: Throughput comparison of S/S and M/S
bridged Scatternets

The blue bars mark the measurements with two
hops, whereas the red bars present the results of
the four hop scenarios. Apparently, the measure-
ment of M/S bridged Scatternets with only two
hops provide a much higher throughput than the
corresponding S/S bridged constellations. But with
the increasing amount of hops, the throughput rate

drops rapidly. Contrary to this, the S/S bridged
networks with few hops have a lower throughput,
but the rate remains almost constant with an in-
creasing number of hops. As can be seen in the
diagram, the Scatternets with S/S bridges and four
hops provide a higher data rate than those with
M/S bridges.

In order to confirm this result, a further mea-
surement approach was made. Four different net-
work constellations were compared to each other.
The formations are illustrated in figure 6.

M S1 Piconet M S

M SM|S2 Piconets

M SM|S M|S3 Piconets

M S|S M S|S M3 Piconets

Figure 6: The four different network topologies of
this measurement

The first constellation is a simple Piconet. The
measurement results for this Piconet are added in
order to gain comparable values of a simple hop
within a Piconet and hops over a bridge. The sec-
ond and the third constellations are M/S bridged
networks, where the first contains one bridging
node and the second contains two. Hence, the first
constellation consists of two Piconets and a two-
hop path in length, whereas the second includes
three Piconets and three hops. The fourth sce-
nario consists of a S/S bridged network that is also
constructed of three Piconets, but due to the S/S
bridges, the communication path has a length of
four hops.

The aim of this measurement is to compare the
throughput and the latency times with the amount
of Piconets and the used type of bridging node. In
the course of this measurement, various testing runs
were made with different packet sizes. Afterwards,
the results were averaged to one value for each net-
work constellation. By doing so, the dependency
on the packet size is eliminated. All results are
gained by use of the Benchmarking Service. The
throughput-measurement results are presented in



figure 7.
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Figure 7: Average throughput comparison of S/S
and M/S bridged networks

The diagram shows the throughput rates of the
four different network constellations. The used
packet sizes were 10kB, 50kB, 100kB, and 500kB,
and they were averaged afterwards. The first entry
on the left side, depicted as the blue bar, presents
the throughput rate of the single hop within a Pi-
conet. The next two bars, in red, illustrate the
two M/S bridged networks, whereas the green bar
shows the measured throughput of the S/S bridged
network with four hops.

When comparing the third and the fourth values,
it can be seen that the S/S bridged network pro-
vides a higher throughput than the M/S bridged
one, while they both consist of the same amount
of Piconets. Furthermore, the measurement of the
S/S bridged network was made over one more hop.
In addition to this, the results of the corresponding
latency time measurement are presented in figure
8.
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Figure 8: Average latency time in comparison of
S/S and M/S bridged networks

Analogously to the throughput results, the S/S
bridged network behaves better than the M/S one.
As a result, the latency time is lower even though
the measured communication path is one more hop
in length.

In order to explain these results, various proper-
ties of the Bluetooth standard must be considered.
To begin with, it is obvious that the throughput of
a Scatternet with a small amount of Piconets pro-
vides a much higher throughput and much better

latency times than a S/S bridged Scatternet of the
same size. But with an increasing amount of nodes,
the throughput rate of a M/S bridged network de-
creases rapidly in relation to the amount of nodes,
whereas the throughput of a S/S bridged network
remains near-constant, as seen in figure 5.

A bridging node can only be in one Piconet at
a time, as described in the Bluetooth standard [3].
In order to transfer data to the other Piconet, it
must switch its mode to hold in the one Piconet and
resynchronize to the other. In case this bridge is a
M/S node, the resynchronization process happens
very fast, as it is the master that provides the clock
signal for this Piconet. In case of a S/S bridge, the
node must wait until it has received the required
synchronization signal from the master. But this is
time consuming, and as a result, the latency time
increases and the throughput decreases. The large
difference concerning the throughput and the la-
tency times of small Scatternets can be explained
by this.

But, in order to explain the behavior of larger
Scatternets, the amount of occurring Piconets must
be taken into account. As seen in the previous
measurement process, the amount of Piconets has a
great influence on the quality of the network. By es-
tablishing a Scatternet on the basis of S/S bridges,
a Piconet always contains two hops - from the S/S
bridge to the master and furthermore to the next
S/S bridge - whereas a M/S bridged Piconet con-
tains only one hop - from one M/S bridge to the
next (see figure 6). The latter results in networks
with a larger amount of Piconets. Considering the
previous measurement results of one hop within a
Piconet, the throughput was at least six times as
high as the rate of a M/S bridged network with two
hops (first and second values of figure 7). By ad-
ditionally taking into account that all S/S bridged
Piconets contain two internal hops, the disadvan-
tage of the worse performing S/S bridge is balanced
out.

Another advantage of the S/S bridged network
is the capability of this kind of network to maintain
connections to other slave nodes, whereas in a M/S
bridged network, a Piconet is closed to communi-
cation if the master node is switched to the other
Piconet. If more than one node communicates via
the master node, its communication paths can be
kept upright, whereas in M/S bridged networks, the
same paths would be interrupted.

Based on these facts, it is obvious that networks
that run services which require short communica-
tion paths should be constructed on basis of M/S
bridges. But if services are run on top of a network



that requires communication paths that are longer
than two hops, the underlying network should con-
sist of S/S bridged Piconets.

7 Conclusion

In this paper we presented measurement results
made by use of the BlueSpot system. This way, we
were able to demonstrate that our system is work-
ing and can easily be used for the investigation of
open questions concerning wireless networks. We
could show that the throughput rate of Bluetooth
based Scattenet greatly depend on the used hard-
ware as well as on the configured network constel-
lation.

Subsequently, we presented measurement results
for the latency times of multi-hop Scatternets.
Here, we managed to show that beside the used
packet size for data transmission, again the selec-
tion of the best fitting bridging type is of great im-
portance. By comparing measurement results made
for M/S bridged as well as for S/S bridged Scatter-
nets, we explained the differences of these two types
and were able to recommend which one should be
used for future Scatternet constellations.
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szky, and Andrés Valkó. A pseudo random co-
ordinated scheduling algorithm for bluetooth
scatternets. In MobiHoc ’01: Proceedings of
the 2nd ACM international symposium on Mo-
bile ad hoc networking & computing, pages
193–203, New York, NY, USA, 2001. ACM.

[11] Charles E. Perkins and Pravin Bhagwat.
Highly dynamic destination-sequenced
distance-vector routing (dsdv) for mobile
computers. In SIGCOMM ’94: Proceedings
of the conference on Communications archi-
tectures, protocols and applications, pages
234–244, New York, NY, USA, 1994. ACM.

[12] The Network Simulator - ns2 - Project Web-
page. http://nsnam.isi.edu/, January 2008.

[13] Bluetooth SIG. Specification of the Bluetooth
System - Bluetooth Specification Version 2.0 +
EDR, volume 3, chapter 3.2. Enhanced Data
Rate, pages 34–40. Bluetooth SIG, 2004.

[14] Ulrich Duemichen. Mobile Services: A
platform-independent structure for develop-
ment and usage. PhD thesis, Technische Uni-
versitaet Muenchen, Graching bei Muenchen,
Germany, January 2008.


